
 
HIPAA Privacy Policy  
 

V. PRIVACY AND SECURITY 

A. Privacy of Protected Health Information 

 
In accordance with the HIPAA Privacy Rule in 45 C.F.R. Part 160 and Subparts A and E of Part 164, 
the Trustees and SASMI will only disclose Protected Health Information in accordance with the 
following rules:  

(a) Hybrid Entity.  SASMI is designated a “hybrid entity” as defined under 45 CFR §164.504. 
As such, the rules in subsections (b) to (n) below apply only with respect to the group 
health benefit operations of SASMI, directly or in relation to another covered entity under 
HIPAA. 

 
(b) Unauthorized Use or Disclosure.  Protected Health Information will only be used or 

disclosed as permitted or required by SASMI documents or as required by law.  
 
(c) Subcontractors and Agents.  The Trustees and SASMI will require each agent and 

subcontractor to whom they provide Protected Health Information to agree to written 
contractual provisions that the agent or subcontractor will be subject to the same 
restrictions and conditions that apply to SASMI with respect to Protected Health 
Information. 
 

1) Permitted Purposes.  Protected Health Information will not be used or disclosed for 
employment-related actions and decisions or in connection with any other benefit or 
employee benefit plan of the employers who contribute to SASMI. 
 

2) Reporting.  The Trustees and SASMI will report and record uses or disclosures of Protected 
Health Information that are inconsistent with those permitted by law of which they 
become aware. 
 

(f) Protected Health Information Availability.  Protected Health Information will be made 
available to Active Participants and Retirees at the SASMI office so that they can inspect 
and copy their own individual Protected Health Information. 

 
(g) Protected Health Information Correction.  Participants or others who are eligible for 

health benefits will be permitted to amend or correct Protected Health Information that 
is incorrect or incomplete and SASMI will incorporate any such amendments or 
corrections provided by the Plan. 

 
(h) Accounting.  The Trustees and SASMI will make Protected Health Information available to 

permit an accounting of disclosures; 



 
(i) Government Agencies.  Internal practices, books and records relating to the use and 

disclosure of Protected Health Information will be made available to the Department of 
Health and Human Services for purposes of determining SASMI’s compliance with HIPAA; 

 
(j) Return or Destruction of Protected Health Information.  All Protected Health Information 

the Trustees and SASMI maintain in any form will be returned or destroyed if feasible, 
and no copies of such information will be retained, when such information is no longer 
needed for the purpose for which disclosure was made. If such return or destruction is 
not feasible, further uses and disclosures will be limited to those purposes that make the 
return or destruction of this information infeasible; 

 
(k) Minimum Necessary Standard.  The Trustees and SASMI will use their best efforts to 

request only the minimum necessary type and amount of Protected Health Information 
needed to carry out the functions for which the information is requested. 

 
(l) Adequate separation.  The Trustees will ensure that adequate separation exists between 

SASMI employees who perform functions related to its health care component and other 
employees of SASMI so that Protected Health Information will be used only for any group 
health benefit functions performed by SASMI. For purposes of establishing adequate 
separation, the Trustees will certify the employees or classes of employees that will have 
access to Protected Health Information for administrative purposes. 

 
(m) Non-compliance.  Improper uses or disclosures of Protected Health Information may be 

reported to the privacy official of SASMI or the privacy official’s designee for handling 
HIPAA violations. 

 
(n) Non-compliance by Business Associate.  The Trustees and SASMI will not be liable for a 

breach of the HIPAA Privacy requirements by a business associate under HIPAA, except 
as required by law. 
 

B. Security of Protected Health Information 

 
In accordance with the HIPAA Security Rule in 45 CFR Part 160 and Subparts A and C of Part 
164, the Trustees and SASMI, with respect to the group health benefit operations of SASMI, 
directly or in relation to another covered entity under HIPAA, will safeguard Electronic 
Protected Health Information by:  

 (a) Administrative, Physical, and Technical Safeguards.  Implementing administrative, 
physical, and technical safeguards that reasonably and appropriately protect the 
confidentiality, integrity, and availability of Electronic Protected Health Information that 
SASMI creates, receives, maintains, or transmits on behalf of a group health plan. 

 
(b) Security of Adequate Separation.  Ensuring that the “adequate separation” between a 

group health plan and other offices or plans of the union or employers described in the 



“Privacy of Protected Health Information” section is supported by reasonable and 
appropriate security measures. 

 
(c) Subcontractors and Agents.  Ensuring that any agent, including a subcontractor, to whom 

it provides Electronic Protected Health Information agrees to implement reasonable and 
appropriate security measures to protect such information. 

 
(d) Reporting.  Reporting any security incident of it becomes aware. 
 
(e) The provisions in Sections (a) through (d) above do not apply to Electronic Protected 

Health Information that a plan sponsor receives; (1) pursuant to 45 C.F.R. 
§164.504(f)(1)(ii) or (iii), or, (2) through a valid authorization in accordance with 45 C.F.R. 
§164.508. 
 

(f) The HIPAA Security Rule regulations, 45 C.F.R. Parts 160, 162, and 164, are incorporated 
herein by reference. Unless defined otherwise, all capitalized terms herein have the 
definition given to them by the Security Rule. If any other provision(s) of the Plan conflicts 
with this Section, this Section shall control. 
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